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To Whom it May Concern;  
 
Cyber risk is the top threat facing business and critical infrastructure in the United States 
according to the Director of National Intelligence, the Federal Bureau of Investigation, 
and the Department of Homeland Security. Water and Wastewater Sector entities have 
suffered a range of attacks, including ransomware attacks, tampering with Industrial 
Control Systems, manipulating valve and flow operation and chemical treatment 
formulations and other efforts to disrupt plant operations. Constant and persistent 
monitoring and testing of critical IT systems proves the best tool to combat these threats.  
 
AIT is recommending Heart of the Valley Metropolitan Sewerage District take a more 
proactive managed approach to their IT infrastructure in the way of AIT Managed 
Services. Our managed service program allows AIT to completely mange all aspects of 
your critical systems. Our team will test, approve and force Windows and third-party 
patch updates on all computer systems. We also monitor hardware and operating system 
services for anomalies and we can fix small concerns before they fester into bigger issues 
or outages. This ensures critical security patches are installed in a timely manner and 
provides documentation that such patching happened.  
 
We then run periodic security scans to provide assurance that systems are patched and as 
secure as they can be. A compliance score will score your systems compared to current 
PCI and HIPAA compliance standards to see where you stand. External scans check for 
external vulnerabilities and dark web scans of accounts will ensure compromised 
passwords are changed and no longer used. AIT then reviews scans to with management 
to ensure systems are patched, secured and running as efficiently as possible.  
 
The effects of a cybersecurity attack on critical water sector operations could cause 
devastating harm to public health and safety, threaten national security, cause data loss, 
and result in costly recovery and remediation efforts to address system issues. Threat 
actors and viruses now move laterally between computer systems. Keeping critical 
systems fully patched and monitored, then doing periodic security scans ensures you are 
putting the best foot forward to ensure systems are secure.  
 
We Appreciate Your Consideration 
 
 
Brian Schuh 
VP of Sales & Customer Relations,  
AIT Business Technologies 
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Relevant Managed Services Examples Include: 
 

City of Weyauwega  
Current Managed Service Customer 
Serviced for 15+ years 
37 Endpoints 
Becky Loehrke  
 
 

Town of Clayton 
Current Managed Service Customer  
Serviced for 4+ years 
17 Endpoints 
Kelly Wisnefske  
 
 

Village of Greenville 
Current Managed Service Customer  
Serviced for 2+ years 
50+ Endpoints 
Travis Parish  
 
 

Dynamic Renewables 
Current Managed Service Customer  
Serviced for 2+ years 
Wastewater/Manure Digesters 
120+ Endpoints 
Bryan Fosmark  
 
 

Jeta Corporation 
Current Managed Service Customer  
Serviced for 7+ years 
30+ Endpoints 
Tom Grow  
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